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Abstract
With the rapid integration of wearable sensors and head-mounted
displays (HMDs), ensuring security and safety in human-computer
interaction has never been more critical. The On-Body Security and
Safety Interfacesworkshop explores the intersection of biometric au-
thentication, safety- and privacy-preserving wearables, physiologi-
cal sensing, and safety- and security-driven augmented interfaces.
Key topics include novel authentication methods for wearable de-
vices, privacy-preserving techniques for continuous physiological
monitoring, secure interaction paradigms for AR and VR environ-
ments, and adaptive safety mechanisms that enhance user trust
and system reliability. Through discussions and collaborative ses-
sions, this workshop aims to foster new ideas and interdisciplinary
approaches to ensuring secure, safe, and user-friendly on-body
computing. By addressing both emerging challenges and future
opportunities, this workshop seeks to pave the way for more re-
silient, privacy-conscious, and intelligent wearable and augmented
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systems that prioritize user well-being while maintaining seamless
interaction experiences.

CCS Concepts
• Security and privacy; • Human-centered computing → Hu-
man computer interaction (HCI);
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1 Introduction
As wearable sensors and head-mounted displays (HMDs) become
more widespread, ensuring security and safety in human-computer
interaction is crucial. This workshop explores biometric authen-
tication, privacy-conscious wearables, physiological sensing, and
security-driven augmented interfaces. Key topics include secure
authentication, privacy-preserving physiological monitoring, safe
AR/VR interactions, and adaptive safety mechanisms. Through
discussions, demonstrations, and collaboration, the workshop fos-
ters innovative, interdisciplinary solutions for secure, user-friendly
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wearable systems, addressing current challenges in on-body com-
puting.

2 Organizers
Oliver Hein is a PhD candidate at the Bundeswehr University Mu-
nich, focusing on human-computer interaction, mixed reality, and
physiological sensing. His work focuses on integrating biometric
and physiological data into interactive systems, enhancing both
security and usability in digital environments. A key aspect of his
research involves developing privacy-conscious and safety-driven
interaction paradigms, particularly in virtual and mixed reality
spaces.
Alia Saad is a PhD candidate at the University of Duisburg-Essen.
Her work focuses on making technology more secure and user-
friendly, especially in the areas of behavioral biometrics, authenti-
cation, and mixed reality. Her research explores how people interact
with technology naturally and securely. A common theme in her
work is finding ways to make digital systems more intuitive while
maintaining high levels of security.
Yomna Abdelrahman is a PhD researcher at the Bundeswehr
University Munich, specializing in human-computer interaction,
thermal imaging, and vision extension. Her research interests in-
clude behavioral biometrics, social engineering, physiology-based
security interfaces, and security in mixed reality environments.
Florian Alt is a professor in the Media Informatics Group at LMU
Munich. He is interested in the design of secure systems that adapt
to the way users interact with computing devices. In particular, he
researches user behavior in security-critical contexts, the develop-
ment of security mechanisms based on user behavioral biometrics,
the use of user physiology to both improve existing security mech-
anisms and to develop new security mechanisms, and threats posed
by new ubiquitous technologies.

3 Topics of Interest
We invite submissions, discussions and demonstrations on (but not
limited to):

• Biometric and Physiological Authentication (e.g. [7])
• Privacy-Preserving Wearable Security (e.g. [4])
• Haptic Feedback & Sensory Warning Systems (e.g. [5])
• Personal Security Drones (e.g. [1])
• Physiological and Cardiovascular Sensing (e.g. [2])
• Mixed Reality for Enhanced Perception (e.g. [6])
• New Interfaces for Secure Authentication (e.g. [3])
• Augmented Reality and AI-Driven Threat Detection (e.g. [8])

4 Example Scenarios
4.1 Security Drone for Personal Protection
A wearable-controlled autonomous drone follows the user, moni-
toring the environment for threats. The drone provides real-time
surveillance, issuing haptic warnings through the user’s wearable
interface when detecting anomalies. In an emergency, it can alert
authorities and stream live footage.

4.2 Physiological and Cardiovascular Sensing
for Adaptive Security

Wearable sensors continuously monitor heart rate variability, stress
levels, and fatigue, adapting security protocols dynamically. For
instance, in high-stress situations, the system can lock sensitive
data access or trigger biometric re-authentication.

4.3 Mixed Reality to Advance Human
Perception

Head-mounted displays (HMDs) overlay real-time security informa-
tion, enhancing situational awareness. Augmented reality elements
highlight potential security risks, such as identifying unauthorized
personnel, visualizing encrypted communication channels, or en-
hancing thermal vision with AI-driven enhancements.

5 Call for Participation
We welcome position papers, demos, and interactive discussions on
innovative approaches to on-body security and safety interfaces.

5.1 Submission Guidelines
• Short Papers (4 pages max) presenting original research or
concepts.

• Demos & Prototypes showcasing interactive security and
safety systems.

Submissions can be submitted bymail to secured.augmentation@gmail.com
until Friday, March 14, 2025 (AoE).

6 Workshop Schedule

Time Activity
09:00 - 10:00 Welcome & Introduction
10:00 - 11:00 Keynote: Future of On-Body Security
11:00 - 11:15 Coffee Break
11:15 - 12:00 Panel Discussion
12:00 - 13:30 Ideation, Presentation & Feedback
13:30 - 14:00 Closing Remarks & Next Steps
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